
Online Security Tips: 
 

• Strong Passwords: Use unique passwords for different accounts. 

 

• Updates: Keep software up-to-date. 

 

• Verification: Turn on two-factor authentication.  

 

• Password Managers: Use them to keep passwords safe. 

 

• Data Backup: Regularly save data to external drives or cloud. 

 

• Email Caution: Check sender’s identity before sharing emails. 

 

• Password Creation: Mix random words and characters for a strong password. 

 

• Privacy Settings: Set social media to private and adjust sharing preferences. 

 

• Lock Devices: Always lock devices to prevent unauthorised access. 

For more information visit: www.ncsc.gov.uk/collection/top-tips-for-staying-secure-online 

www.nicybersecuritycentre.gov.uk/social-media-how-secure-your-accounts 


